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FIREFOX

1. Open the Mozilla Firefox web browser (if you need to install Firefox, navigate to here: https://www.mozilla.org/en-US/firefox/products/).
2. Click on the Menu button at the top right of the browser and select Add-Ons.

3. Using the search box at the top right of the window, search for “Remote XUL”. Once you have found the “Remote XUL Manager” add-on, click the button to install. It should only take a few seconds to download and install the add-on. Once that is completed, click the Options button:

4. The Options prompt requires that you add the Hyperion domain in order to gain access to the website. Click the Add button and add the following domain: hyperion.omni.fsu.edu
5. Once you have added the domain, you should now be able to access Hyperion via the following URL: https://hyperion.omni.fsu.edu:4443/workspace/index.jsp. Use your FSU ID and password.
INTERNET EXPLORER 9 & 10

1. Using Internet Explorer 9 or 10, navigate to Hyperion using the following URL: https://hyperion.omni.fsu.edu:4443/workspace/index.jsp
2. Press the F12 key.
3. A panel should appear at the bottom of your Internet Explorer browser. Select “Browser Mode” and choose one of the browsers that is **not** a “compatibility view”.

4. Click “Refresh” and login to Hyperion using your FSU ID and password.

INTERNET EXPLORER 11

1. Using Internet Explorer 11, navigate to Hyperion using the following URL: https://hyperion.omni.fsu.edu:4443/workspace/index.jsp
2. Press the F12 key.
3. A panel should appear at the bottom of your Internet Explorer browser. Select “Emulation” and then set “Document mode” to “10” and “User agent string” to “Internet Explorer 10”. You should now be able to login to Hyperion using your FSU ID and password.

4. **WARNING:** Do **not** close this panel. You can make it smaller by selecting the top of the panel and dragging down (it will only shrink to a certain size but not completely). Or click on the black bar at the top and press CTRL+P to “Unpin” the developer tools and then minimize the window. Either way, if you CLOSE the developer tools window, the emulation will stop (even if the “Persist Emulation” option is selected) and you will not be able to view Hyperion.
INTERNET EXPLORER (additional recommended settings)

1. The following settings are recommended (not required) by Oracle for use with Hyperion for the best experience.

2. Open Internet Explorer. Click Tools → Internet Options → General. In the “Browsing history” section, select “Settings”.

3. Select “Every time I visit the webpage”. Click OK.
4. Go to Tools → Internet Options → Privacy. Uncheck “Turn on Pop-up Blocker” and click “Apply”.

5. Go to Tools → Internet Options → Security. Select, “Trusted sites” and then select “Sites”.
6. In the box labeled “Add this website to the zone:”, enter the following URL: https://hyperion.omni.fsu.edu:4443. Uncheck “Require server verification (https:) for all sites in this zone. Click “Add” then “Close”. (You may need to click “Apply” on the Internet Options window as well.)

7. Go to Tools ➔ Internet Options ➔ Security. Select “Trusted site”.
8. Scroll to the “ActiveX controls and plug-ins” section, enable the following options:
   a.  “Run ActiveX controls and plug-ins”
   b.  “Script ActiveX controls marked safe for scripting”

9. Scroll to the “Miscellaneous” section, enable the following options:
   a.  “Access data sources across domains”
   b.  “Allow script-initiated windows without size or position constraints”
10. Click “Ok”. You may need to also click “Apply”.
11. Go to Tools → Internet Options → Privacy → Advanced.
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12. Check the “Override automatic cookie handling”, accept the first and third part cookies, and check the “Always allow session cookies” option. Click OK. You may also need to click “Apply”.

![Advanced Privacy Settings](image)
13. Go to Tools → Internet Options → Advanced. Scroll down to the “Security” section and uncheck the option, “Do not save Encrypted Pages to Disk”. Click “Apply”.